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(U) Nationwide - Activity Alert – Malicious Cyber Actor Spoofing SBA’s COVID-19 Loan Relief Website via Phishing Emails 
- The Cybersecurity and Infrastructure Security Agency (CISA) is currently tracking an unknown malicious cyber act or 
who is spoofing the Small Business Administration (SBA) COVID-19 relief webpage via phishing emails. These emails 
include a malicious link to a fake page used for malicious re-directs and credential stealing. Small business owners and 
organizations at all levels should review the alert and apply the recommended mitigations to strengthen the security 
posture of their systems.  

 Click here to read the full alert! 

 Source: Cybersecurity and Infrastructure Security Agency (CISA) 
 

TLP: GREEN – Not to be shared with the public or media – Nationwide – Personal Protective Equipment (PPE) Fraud 
Scheme Targeting Healthcare Sector and Utilizing a False FBI Asset Line to Steal Personal Identifying Information (PII) - The 
Federal Bureau of Investigation (FBI) Baltimore Field Office, in coordination with Office of Private Sector (OPS), prepared 
this Liaison Intelligence Report (LIR) to inform private sector partners about recent Personal Protective Equipment (PPE) 
fraud schemes targeting the Healthcare Sector. These schemes involved individuals receiving an email from a broker, who 
claimed to have access to a vendor with an unlimited supply of nitrile gloves and required potential buyers to contact and 
provide personal identifying information (PII) to an “FBI Verification Line” as part of the purchasing procedures. With the 
influx of various vendors selling PPE, it has become more difficult to distinguish fraudulent PPE distributors from legitimate 
ones. However, FBI asset verification lines do not exist, and the FBI has no role in brokering PPE deals or validating PPE 
suppliers. During these unprecedented times when organizations are looking to protect their workforce, and medical 
facilities are seeking to replenish their supplies, opportunists are continuously seeking to capitalizing on crucial necessities. 
In addition to great financial loss, the health and safety of essential front-line workers are at risk due to the purchase of 
counterfeit products or by PPE not being delivered as promised. These schemes create significant financial and physical 
safety vulnerabilities for medical professionals, medical facilities, the general public, and pandemic victims.  

 Source: Federal Bureau of Investigation 
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HEALTHCARE & PUBLIC HEALTH SECTOR 
12 August 2020 


 
References in this LIR to any specific commercial product, process or service or the use of any corporate name herein is for informational purposes only and does 


not constitute an endorsement, recommendation, or disparagement of that product, process, service or corporation on behalf of the FBI. 


 


The FBI’s Baltimore Field Office, in coordination with Office of Private Sector (OPS), prepared this LIR to 


inform private sector partners about recent Personal Protective Equipment (PPE) fraud schemes targeting 


the Healthcare Sector. These schemes involved individuals receiving an email from a broker, who claimed 


to have access to a vendor with an unlimited supply of nitrile gloves and required potential buyers to contact 


and provide personal identifying information (PII) to an “FBI Verification Line” as part of the purchasing 


procedures. With the influx of various vendors selling PPE, it has become more difficult to distinguish 


fraudulent PPE distributors from legitimate ones. However, FBI asset verification lines do not exist, and the 


FBI has no role in brokering PPE deals or validating PPE suppliers. During these unprecedented times 


when organizations are looking to protect their workforce, and medical facilities are seeking to replenish 


their supplies, opportunists are continuously seeking to capitalizing on crucial necessities. In addition to 


great financial loss, the health and safety of essential front-line workers are at risk due to the purchase of 


counterfeit products or by PPE not being delivered as promised. These schemes create significant financial 


and physical safety vulnerabilities for medical professionals, medical facilities, the general public, and 


pandemic victims. This report can be read in conjunction with the following LIRs:  


  


• LIR 200323006, "Criminals Exploiting COVID-19 Outbreak for Financial Gain through 


Procurement and Consumer Fraud," 23 March 2020  


• LIR 200410004, “Criminals Exploiting COVID-19 Pandemic for Financial Gain through 


Procurement Fraud of Medical Equipment and Personal Protective Equipment (PPE),” 10 April 


2020 


• LIR 200421003, "Indicators of Fraudulent 3M Personal Protective Equipment," 21 April 2020  


• LIR 200422004, “Individual(s) Targeting Hospital Staff to Solicit the Sale of COVID-19 Personal 


Protective Equipment (PPE) with a Fake Certification Letter in an Email,” 22 April 2020  


• LIR 200601006, "COVID-19 Shipping Fraud Scheme Targeting U.S. Businesses and Consumers," 


01 June 2020 


 


In June 2020, an identified vendor claimed to be in possession of between 10 and 20 billion boxes of 100 


count nitrile gloves. According to a cooperating witness, individuals targeted by this fraud scheme received 


specific instructions to purchase the gloves:  


 


1. All parties were first required to sign a Non-Circumvention, Non-Disclosure & Working Agreement 


2. The buyer would then go online to submit a letter of intent 


3. The vendor would generate a purchase order and asset purchase agreement to be signed by the buyer 


LIR 200812006 


PPE Fraud Scheme Targeting Healthcare Sector and Utilizing a False FBI Asset 


Verification Line to Steal PII 
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4. After signing an “Authorization to Verify” form, the buyer would receive a phone number for the 


“FBI Verification Line,” which they would contact and be required to provide PII in order to verify 


their assets for the purchase 


5. Once the vendor’s and buyer's assets were verified, the buyer would be required to wire a 10 percent 


deposit to schedule a live inspection of the inventory 


6. Following the inspection, the buyer would be required to immediately pay the remaining balance 


before receiving their purchase 


 


The FBI has identified the following indicators that may help private sector partners recognize when they 


are being targeted by a PPE fraud scheme. These suspicious activities/indicators include but are not limited 


to any individual, group, or activity (these indicators should be observed in context and not individually): 


 


• Unsolicited advertisements for PPE being sent to an organization or directly to personnel  


• Vendors claiming to possess or have access to an unusually large inventory of gloves and other PPE 


(sometimes in the billions), especially considering ongoing supply chain shortages  


• Vendors requiring refundable deposits or full payment prior to product inspection or delivery 


• Vendors claiming FBI involvement in the asset/product verification process or providing a phone 


number in their buying procedures to contact an FBI asset verification line 


• Vendors threatening criminal charges or law enforcement action if anyone other than the buyer 


contacts the FBI asset verification line 


 


The FBI recommends the following proactive measures, which when paired with timely reporting to law 


enforcement, can help private sector organizations avoid becoming victims of PPE fraud schemes and 


mitigate potential financial loss or harm to personnel: 


 


• Avoid online sales of PPE referencing an FBI asset verification line 


• When ordering PPE from online retailers, always verify the Uniform Resource Locator (URL) and 


confirm “https” in the web address, as a lack of a security certification (“https”) may be an indicator 


that the site is insecure or compromised 


• If procuring other categories of PPE such as gowns, gloves, goggles, and face shields, directly 


consult the manufacturer to verify authenticity and availability 


• Be wary of unprompted solicitations to purchase large quantities of PPE and do not respond by 


providing usernames, passwords, PII, or financial information 


 


Should a vendor of PPE or other critical resources claim FBI involvement in any form, or if you believe 


your organization was the victim of PPE-related fraudulent activity, please contact your local FBI Field 


Office and report details regarding this incident to the Internet Crimes Complaints Center at 


https://www.ic3.gov/default.aspx. 


 


This LIR was disseminated from OPS’s Information Sharing and Analysis Unit. Direct any requests and 


questions to your FBI Private Sector Coordinator at your local FBI Field Office:  


https://www.fbi.gov/contact-us/field-offices. 



https://www.ic3.gov/default.aspx

https://www.fbi.gov/contact-us/field-offices

https://www.fbi.gov/contact-us/field-offices
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Traffic Light Protocol (TLP) Definitions  


 


 


Color When should it be used? How may it be shared? 
TLP:RED  


 
Not for disclosure, restricted 


to participants only. 


Sources may use TLP:RED when information 
cannot be effectively acted upon by additional 


parties, and could lead to impacts on a party's 


privacy, reputation, or operations if misused. 


Recipients may not share TLP:RED information with any parties outside 
of the specific exchange, meeting, or conversation in which it was 


originally disclosed. In the context of a meeting, for example, TLP:RED 


information is limited to those present at the meeting. In most 
circumstances, TLP:RED should be exchanged verbally or in person. 


TLP:AMBER  


 
Limited disclosure, restricted 


to participants’ 


organizations. 


Sources may use TLP:AMBER when 


information requires support to be effectively 
acted upon, yet carries risks to privacy, 


reputation, or operations if shared outside of 


the organizations involved.  


Recipients may only share TLP:AMBER information with members of 


their own organization, and with clients or customers who need to know 
the information to protect themselves or prevent further harm. Sources 


are at liberty to specify additional intended limits of the sharing: 


these must be adhered to. 


TLP:GREEN  


 
Limited disclosure, restricted 


to the community. 


Sources may use TLP:GREEN when 


information is useful for the awareness of all 


participating organizations as well as with 
peers within the broader community or sector. 


Recipients may share TLP:GREEN information with peers and partner 


organizations within their sector or community, but not via publicly 


accessible channels. Information in this category can be circulated widely 
within a particular community. TLP:GREEN information may not be 


released outside of the community. 


TLP:WHITE  


 
Disclosure is not limited. 


Sources may use TLP:WHITE when 
information carries minimal or no foreseeable 


risk of misuse, in accordance with applicable 


rules and procedures for public release. 


Subject to standard copyright rules, TLP:WHITE information may be 
distributed without restriction. 
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(U) INTERNATIONAL 
 
(U//SBU) Not to be shared with the public or media – Nationwide - ADMINISTRATIVE REVISION: Global Partners’ 
Response to Russian and Chinese COVID-19 Disinformation, May – June 2020 - A compilation of press reporting and 
government reports suggests that Russia and China continue to conduct COVID-19 pandemic-related malign influence and 
disinformation campaigns targeting US and global audiences. These narratives continue to deflect criticism and blame, 
raise doubt about the origin of the virus, inaccurately mischaracterize Chinese and Western government responses, spread 
conspiracy theories and false health information, and portray Western governments as failures.  

 Source: Department of Homeland Security 
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(U)  Prepared by the Cyber Mission Center. For questions, contact DHS-SPS-RFI@hq.dhs.gov. 
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12 AUGUST 2020     IA-45341-20 


F O R E I G N I N F L U E N C E


(U//FOUO)  ADMINISTRATIVE REVISION: Global Partners’ Response to Russian 
and Chinese COVID-19 Disinformation, May – June 2020 


(U//FOUO)  This Reference Aid complements a prior product covering the months of March and 


April 2020.a


(U//SBU)  A compilation of press reporting and government reports suggests that Russia and 


China continue to conduct COVID-19 pandemic-related malign influence and disinformation 


campaigns targeting US and global audiences. These narratives continue to deflect criticism and 


blame, raise doubt about the origin of the virus, inaccurately mischaracterize Chinese and 


Western government responses, spread conspiracy theories and false health information, and 


portray Western governments as failures. 


(U//FOUO)  Global partners since 1 May 2020 took public steps to counter the influence 


campaign, including publicly criticizing Russia and China, seeking international cooperation, 


collaborating with the private sector, proposing new legislation and regulations, debunking 


myths, and enhancing public awareness of disinformation. The table below provides examples 


of responses from global partners.  


a (U)  Reference Aid IA-44328-20, published 21 May 2020. 
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(U//FOUO)  The most common responses include public criticism and statements from government officials, international cooperation and coordination, private sector collaboration, increased legislation and 
oversight, debunking false claims and information, and conducting public education.


(U//FOUO)  Global Partners’ Response to Russian and Chinese COVID-19 Disinformation
AUGUST 2020


UNCLASSIFIED//SENSITIVE BUT UNCLASSIFIED


OFFICE OF INTELLIGENCE & ANALYSIS


Public Criticism 
and Statements


International 
Cooperation


Private Sector 
Collaboration


Legislation  
and Oversight


Debunking 
Myths


Public  
Education


Australia
(U) Foreign Minister Payne stated that
Russia and China take advantage of
global pandemic anxiety to undermine
Western democracies.


(U) Co-authored a UN Cross-Regional
Statement on the COVID-19 Infodemic and the
need to address disinformation.


(U) Participate in Five Eyes (FVEY)  intelligence
alliance coordination meetings on how
to combat disinformation and share best
practices.


(U) Participate in Indo-Pacific Working Group
coordination calls on countering disinformation.


(U) Created Department of Foreign
Affairs and Trade taskforce to
counter online disinformation.


(U) Department of Home Affairs
reported to the Australian Senate
foreign intereference was at an
“unprecendented scale.”


(U) Communications Minister
Paul Fletcher publicly condemned
conspiracy theories linking 5G to
COVID-19.


Canada


(U) Participate in regular coordination calls with
NATO allies on COVID-19 response, including
countering disinformation.


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 infodemic and the need to
address disinformation.


(U) Participate in Five Eye intelligence
coordination meetings on how to combat
disinformation and share best practices.


(U) Chief Public Health Officer
discussed misinformation and
disinformation in daily COVID-19
updates, including how the public
can recognize false stories.


New Zealand
(U) Foreign Affairs Minister Peters
called out China for criticizing New
Zealand’s early lockdown as an
overreaction.


(U) Endorsed a UN Cross-Regional Statement 
on the COVID-19 infodemic and the need to 
address disinformation. 


(U) Participate in Five Eye intelligence 
coordination meetings on how to combat 
disinformation and share best practices.


(U) Participate in Indo-Pacific Working Group 
coordination calls on countering disinformation.


United Kingdom


(U) Defense Minster Wallace called
for China to be transparent about
lessons learned from the virus.


(U) Foreign Secretary Raab
stated Russia and China engaged
systemically in misinformation and
propaganda.


(U) Members of Parliament accused
major social media and tech
companies of being unwilling to give
clear answers on their respective
efforts to counter disinformation.


(U) Participate in regular coordination calls with
NATO allies on countering disinformation.


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in Five Eye intelligence
coordination meetings on how to combat
disinformation and share best practices.


(U) Defense Minister Wallace met with
Secretary of Defense Esper to discuss
countering disinformation.


(U) Digital Secretary Dowden
worked with Twitter to help dispel
5G-COVID conspiracy theories by
providing factual information on the
platform.


(U) In collaboration with the
World Health Organization (WHO),
launched “Stop the Spread”
public awareness campaign to
counter disinformation.


Five Eyes (FVEY) Intelligence Partners European Union East AsiaLEGEND Multinational Organizations
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OFFICE OF INTELLIGENCE & ANALYSIS


Public Criticism 
and Statements


International 
Cooperation


Private Sector 
Collaboration


Legislation  
and Oversight


Debunking 
Myths


Public  
Education


France


(U) Co-authored a UN Cross-Regional
Statement on the COVID-19 Infodemic and the
need to address disinformation.


(U) Participate in regular coordination calls with
NATO allies on countering disinformation.


(U) Minister for Europe and Foreign Affairs
Le Drian met with Japanese Minister of
Foreign Affairs Motegi to discuss cooperation
in pandemic response and tackling
disinformation.


Germany


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in regular coordination calls with
NATO allies on countering disinformation.


Italy


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in regular coordination calls with
NATO allies on countering disinformation.


(U) Health Ministry rejected and
debunked a myth about Italian
doctors finding a cure to the virus.


Spain
(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


Japan


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in Indo-Pacific Working Group
coordination calls on countering disinformation.


(U) Minister of Foreign Affairs Motegi met with
French Minister for Europe and Foreign Affairs
Le Drian to discuss cooperation in pandemic
response and tackling disinformation.


(U) Prime Minister Abe met with European
Council President Michel and European
Commission President von der Leyen to
collaborate on countering disinformation.


South Korea


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in Indo-Pacific Working Group
coordination calls on countering disinformation.


Five Eyes (FVEY) Intelligence Partners European Union East AsiaLEGEND Multinational Organizations
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OFFICE OF INTELLIGENCE & ANALYSIS


Public Criticism 
and Statements


International 
Cooperation


Private Sector 
Collaboration


Legislation  
and Oversight


Debunking 
Myths


Public  
Education


European Union
(U) European Commission Vice
President Jurova identified Russia
and China as main perpetrators of
disinformation in the EU and globally.


(U) Endorsed a UN Cross-Regional Statement
on the COVID-19 Infodemic and the need to
address disinformation.


(U) Participate in regular coordination calls with
NATO allies on countering disinformation.


(U) European Council President Michel and
European Commission President von der Leyen
met with Japanese Prime Minister Abe to
collaborate on countering disinformation.


(U) Issued requirement to major
tech companies to provide detailed
monthly reports on their respective
efforts to counter disinformation.


(U) Issued statement that the EU
will build on the 2018 Action Plan
against Disinformation by improving
the European Democracy Action
Plan and the Digital Services Act
to strengthen capabilities and
responses to disinformation.


(U) EU Disinfo Lab site created a
COVID-19 resource hub including
a depository that teaches
people how to identify and
respond to disinformation, tracks
disinformation trends in Europe,
and compiles reports.


North Atlantic Treaty 
Organization


(U) Secretary General Stoltenberg
gave statement that Russia and China
are involved in using disinformation
to destabilize Western democracies in
order to gain influence.


(U) Lead regular coordination calls with allies
on countering disinformation.


(U) Secretary General Stoltenberg gave
statement that NATO has intensified
cooperation with the EU to counter
disinformation.


United Nations
(U) Issued a Cross-Regional Statement on the
COVID-19 Infodemic and the need to address
disinformation.


(U) Launched public awareness
and response campaign “Verified”
to increase volume and reach of
trusted and accurate information.


World Health Organization
(U) Created partnerships with tech
companies Rakuten Viber and
Facebook to launch interactive
chatbots for users to engage with
the WHO on established platforms.


(U) In collaboration with the
United Kingdom Government,
launched “Stop the Spread”
public awareness campaign to
counter disinformation.


Five Eyes (FVEY) Intelligence Partners European Union East AsiaLEGEND Multinational Organizations







UNCLASSIFIED//SENSITIVE BUT UNCLASSIFIED 


5
UNCLASSIFIED//SENSITIVE BUT UNCLASSIFIED


Source, Reference, and Dissemination Information 


Definitions (U//FOUO)  Malign Influence: A myriad of foreign government covert, coercive, 


corrupting, or counterfactual activities that typically exceed the limited of normal 


statecraft and diplomacy. These influence activities typically involve covertly funding 


and manipulating foreign organizations and using agents of influence, propaganda, 


disinformation, and cyber influence activities. 


(U//FOUO)  Misinformation: Foreign government’s use of false or misleading 


information. Misinformation overlaps with some elements of propaganda; it is broader 


than disinformation because it targets a wide audience rather than a specific group. 


(U//FOUO)  Disinformation: Foreign government’s deliberate use of false or misleading 


information intentionally directed at another government’s decisionmakers and 


decision-making processes to mislead the target, force it to waste resources, or 


influence a decision in favor of its own interests. Disinformation always depends on 


falsehoods and is sometimes relayed clandestinely for the target to ‘discover’. 


Propaganda is a broader term for information that targets a wider audience and is not 


always dependent on falsehoods. 


(U//FOUO)  Propaganda: Foreign government-directed communications intended to 


advance state interests by influencing the opinions, emotions, attitudes, or behaviors of 


any group. Not all propaganda constitutes falsehoods or misinformation, and 


propaganda may convey positive or negative themes. 


CISA Guidelines for 


Countering Foreign 


Influence 


(U) CISA defines foreign influence as malign actions taken by foreign governments to


spread disinformation designed to manipulate the public, sow discord and ill will,


discredit the electoral process, disrupt markets, and undermine the interests of the


American people. Recognize the risk: understand how foreign actors try to affect


behavior. Question the source: check who produced the content and question their


intent. Investigate the issue: search for other reliable sources before sharing. Think


before you link: ask yourself why you’re sharing, and let your emotions cool. Talk to


your circle: talk to your social circle about the risks of spreading disinformation.


Reporting Suspicious 


Activity 


(U) To report a computer security incident, please contact CISA at 888-282-0870; or go to


https://forms.us-cert.gov/report. Please contact CISA for all network defense needs


and complete the CISA Incident Reporting System form. The CISA Incident Reporting


System provides a secure, web-enabled means of reporting computer security incidents


to CISA. An incident is defined as a violation or imminent threat of violation of


computer security policies, acceptable use policies, or standard computer security


practices. In general, types of activity commonly recognized as violating typical


security policies include attempts (either failed or successful) to gain unauthorized


access to a system or its data, including personally identifiable information; unwanted


disruption or denial of service; the unauthorized use of a system for processing or


storing data; and changes to system hardware, firmware, or software without the


owner’s knowledge, instruction, or consent.
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(U) To report this incident to the Intelligence Community, please contact your DHS


I&A Field Operations officer at your state or major urban area fusion center, or e-mail


DHS.INTEL.FOD.HQ@hq.dhs.gov. DHS I&A Field Operations officers are forward


deployed to every US state and territory and support state, local, tribal, territorial, and


private sector partners in their intelligence needs; they ensure any threats, incidents, or


suspicious activity is reported to the Intelligence Community for operational awareness


and analytic consumption.


Warning Notices & 


Handling Caveats 


(U) Warning: This document is UNCLASSIFIED//FOR OFFICIAL USE ONLY


(U//FOUO).  It contains information that may be exempt from public release under the


Freedom of Information Act (5 U.S.C. 552).  It is to be controlled, stored, handled,


transmitted, distributed, and disposed of in accordance with DHS policy relating to


FOUO information and is not to be released to the public, the media, or other personnel


who do not have a valid need to know without prior approval of an authorized DHS


official. State and local homeland security officials may share this document with


authorized critical infrastructure and key resource personnel and private sector


security officials without further approval from DHS.


(U//FOUO)  This report includes sensitive technical information related to computer 


network operations that could be used against US Government information systems. 


Any scanning, probing, or electronic surveying of IP addresses, domains, e mail 


addresses, or user names identified in this document is strictly prohibited. 







1. Please select partner type: and function:


4. Please rate your satisfaction with each of the following:


3. Please complete the following sentence: “I focus most of my time on:”


2. What is the highest level of intelligence information that you receive?


Very 
Satisfied


Somewhat 
Satisfied


Neither 
Satisfied nor
Dissatisfied


Somewhat 
Dissatisfied


Very 
Dissatisfied N/A


Product’s relevance to 
your mission


Product’s timeliness


Product’s responsiveness 
to your intelligence needs


Product’s overall usefulness


5. How do you plan to use this product in support of your mission?  (Check all that apply.)


7. What did this product not address that you anticipated it would?  (Please Use Manuscript in the space provided.)


6. To further understand your response to question #5, please provide specific details about situations in which you might
use this product.  (Please Use Manuscript in the space provided.)


7. What did this product not address that you anticipated it would?


6. To further understand your response to question #5, please provide specific details about situations in which you might
use this product.


8. To what extent do you agree with the following two statements?


Strongly 
Agree Agree


Neither Agree  
nor Disagree Disagree


Strongly 
Disgree N/A


This product will enable me to make 
better decisions regarding this topic.
This product provided me with intelligence 
information I did not find elsewhere.
9. How did you obtain this product?


Drive planning and preparedness efforts, training, and/or
emergency response operations


Observe, identify, and/or disrupt threats
Share with partners
Allocate resources (e.g. equipment and personnel)


Initiate a law enforcement investigation
Intiate your own regional-specific analysis
Intiate your own topic-specific analysis
Develop long-term homeland security strategies
Do not plan to use
Other:Reprioritize organizational focus


Author or adjust policies and guidelines


Product Title:
All survey responses are completely anonymous.  No personally identifiable information is captured unless you 
voluntarily offer personal or contact information in any of the comment fields.  Additionally, your responses are 
combined with those of many others and summarized in a report to further protect your anonymity.


Customer Feedback Form
Office of Intelligence and Analysis


  CLASSIFICATION:


10. Would you be willing to participate in a follow-up conversation about your feedback?


To help us understand more about your organization so we can better tailor future products, please provide:
Name:


      Organization:
Contact Number:


Submit
Feedback


Position:
State:
Email:


Privacy Act Statement


  CLASSIFICATION:
REV:  01 August 2017Product Serial Number:
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