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FEDERAL BUREAU OF INVESTIGATION

Precedence: ROUTINE : Date: 06/08/1999

To: Omaha Attn: SSA

From: Omaha
Squad 4
Contact: SA

Approved By:

Drafted By:

Case ID #:

0

Title: "OPERAIT6§'FROSTBYTE“
UNSUB(S) ;
Opergking as
MLIWORM
GLOBATHELL
CITA Matter

Synopsis: Open up case.

Details: Information has been received from the Department of
Defense (DoD), Defense Criminal Investigative Service (DCIS),
concerning members of a computer hacking group known as
"MILWORM". At least one member of "MILWORM" was also involved in
a Phreaking group which recently was involved in a Dallas FBI
matter, wherein 19 search warrants were executed. Immediately
after the search warrants were executed, the FBI web-site was
hacked into by a group calling themselves "GLOBALHELL", in
retaliation to the seizure of the computer systems by the FBI.
Subsequent hacks into a number of other government web-sites have
been attributed to "GLOBALHELL" in connection with the FBI
seizures.

DCIS is presently initiating a (®(7(E) perbODOIG \in
connection with the hacking groups, and has requested FBI
involvement in |G)7)(E) perDODOIG | operation.
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_f that this matter be opened and assigned
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