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REPORT OF INVESTIGATION

fnvestigation Number: | Case Title: Type of Report:

12-0003- Wikil.eak Breach L) nterim [X] Final {_] Supplementa
Type of investigation: Period of Investigation:
X criminat [ | Civit [ ] Administrative | ] information October 2011 ~ February 2012

SUBJECT(S) OF INVESTIGATION

Primary Subject:
None identified

BASIS FOR INVESTIGATION b7a
b7E per FBI

On Qctober 4, 2011, the National Archives and Records Administration (NARA) Oﬁtoe of Inspector
General (OIG), Office of investigations (O} met with the Federal Bt itions (FBI).

ALLEGED VIOLATIONS

18 U.S.C. § 783, Gathering, transmitting or losing defense information

18 U.8.C. § 794. Gathering or delivering defense information to aid foreign government
18 U.8.C. § 798. Disclosure of classified information

18 U.8.C. § 1030. Fraud and refated activity in connection with computers

RESULTS OF INVESTIGATION

b7A
‘ b7D
FBI Briefing ~ b7E per FBI
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v ‘ b7a
Ol Investigation b7D

- B ' b7E per FBI
The Ol determined ad been collected from the Access to Archival

Databases (AAD) system®. The Ol contacted the system administrator for the AAD who provided the

O Computer Crimes Unit (COU) with system logs containing dates and times specific Internet
Protocol (P} addresses visited the AAD.

Ol Forensic Analysis| | pnd AAD Administrators oon

— i _ ‘ ) « b7E per FBI
The CCU an‘aiyzed! i hnd the logs provided by the AAD system
administrator and di TNe

Concmsian

The Ol found no evidence classified mfarmatmn was obtained from NARA computer systems or that
any &ARA systems were campmmtsed tc gather the mfarmat:on Ail mformat;an gathered from the

that FB! has requested no further mvestsgatmn

° AAD is a publically available search.engine on NARA's website into soms of NARA's holdings of slectronic records.
There are databases and indexés from more than 30 archival series, including over 350 data files totaling well over 50
millicn unique records. ; ‘
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