
Permission Description 
Example 
Viewer 

Only Role

Example 
Dispatch 

Role

Example 
Basic Role 

Patrol

Example 
Basic Plus 

Role 
Investigator

Example 
Enhanced 

Role 
Specialized 
Unit/RTCC

Example 
Supervisor 

Role 
(Operational 
Dashboards, 
ALPR entries)

Example 
Command 
Staff Role 

(lieutenant 
and higher)

ADMIN

Administrator: 
Organization 

Granted all organization permissions, and is able to 
manipulate organization settings 

X

Alarm Admin 
Allows the user to close out an alert prior to the automated 
24hr setting and also view previously closed alerts.

X X X X X

Alarm Viewer 
Allows the user to receive alerts (i.e., Gun Shot Detection, 
ALPR, GPS Trackers, etc.).

X X X X X

Auditor  Allows the user to view, filter, and export audit reports X
Axon User Feature In Development/Not yet released.

Chat Admin 

Allows the user to create, send, receive, rename, change 
Public/Private, modify users and from an existing Public 
channel or any Private channel they are a member. and 
delete an existing Public channel or Private channel they are 
a member of.
Must have Map Viewer Permission to access chat.

Chat User 
Allows the user to create, send, receive, and set 
Public/Private ONLY for the initial chat created by the user.
Must have Map Viewer Permission to access chat.

X X X X X

Connect User 

Permits use of the fūsusConnect application. Should be 
given to any fususConnect user. This is an external 
application for key infrastructure locations and not needed 
for internal agency users.

Dashboard Admin 
Allows the user to create, edit (Add or remove widgets, 
resize or reorder), set Public/Private, and delete Operational 
Dashboards.

X

Dashboard Viewer  Allows the user to see Public Operational Dashboards. X X X X X

Evidence.com Uploader 
Allows the user the ability to export from  fūsusVault to  
Evidence.com.

Grids Admin 
Allows the user to create, edit, set Public/Private, and delete 
Grids. Provides access to externally share an Organization 
Grid.

X X X X X

Grids Viewer 
Allows the user to select cameras and send them to a grid. 
Only saved in Temporary (24h) and cannot edit. Can view all 
Grids Admin-created Public Organization Grids.

X X X X X X X

Layer Admin 

This is a legacy permission (legacy customers must also have 
Map Viewer) previously used to hide specific layers. Please 
use the Layer Policy within the Permission Group settings to 
allow/restrict layers.

X X X X X

Location and Camera 
Admin 

Allows the user to add, delete, and edit cameras and 
locations, including position and orientation. Provides access 
to the user to set up location and camera sharing with other 
organizations.

Location and Camera 
Viewer 

Allows the user to view locations and cameras via the 
Navbar or on the map when paired with Map Viewer/Admin. 
Must select either Location and Camera Viewer or Location 
and Camera Viewer: RESTRICTED, NOT BOTH.

X X X X X X X

LPR Admin 
Provides access to the LPR search tool and provides access 
to manage internal hotlists.

X

LPR Viewer  Provides user access to the LPR search tool. X X X X X

Map Admin  Dock cameras, create clips, create incidents, or utilize any 
other Map-accessed feature 

X X X X

Map Panorama Admin Allows the user to upload Panoramic images.

Map Viewer 
Dock cameras, create clips, create incidents, or utilize any 
other Map-accessed feature.

X X X X X X X

Mutual Aid Admin Feature In Development/Not yet released.
Notify Admin Allows the user to send  fūsusNotify messages.
Offender Viewer  Allows the user to view Offender layers X X X X X X
Ops User  Allows the user to use the  fūsusOPS Mobile Application. X X X X X

PTZ Controller 
Allows the user to access PTZ camera controls. Must have 
Location and Camera Viewer.

X X X X

Registry Admin Allows the user to add, delete, and edit fūsusREGISTRY 
participants.

Registry Viewer
Allows access to fūsusREGISTRY information and ability to 
send fūsusRegistry requests.

Restricted Location and 
Camera Viewer 

View all locations and cameras via only the respective 
Navbar functions, not via the Map but not able to upload to 
Vault 

X X X X X

User Management Admin 
Allows the user to add, delete, and edit users. Allows the 
user to create and modify Teams and Permission Groups.

User Management Viewer  Allows the user to view the users' list via the Navbar. X X

Vault Admin 
Allows the user to edit, download, share, and delete 
fususVault files.

Vault Viewer  Allows the user to access and view files in the  fūsusVault. X X X

Video Room Admin 
Allows access to initiate LiveLink. Can delete Livelink rooms, 
and remove participants from rooms and recordings. 

X

Video Room User  Allows access to initiate LiveLink. X X X

Video Wall User 

Prevents cloud-connected streams from timing out; Only for 
use by RTCC personnel. This permission is limited, consult 
your PM/CSM. This permission is not inherited via the 
Organization Administrator's Permission.

X X

The following example roles are only inclusive of permissions and would then be linked to specific camera/location/layer permissions.
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